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Turvaintsidendi Kisitlemise kord

Kéesoleva korra eesmirk on reguleerida Jarvamaa Rakendusliku KolledZi (edaspidi kolledZ)
turvaintsidentide késitlemist.

1. Turvaintsidendi maoiste

1.1. Turvaintsident on iga teenuse/protsessi mitteplaneeritud katkestus voi korvalakalle,
mis mojutab teenuse/protsessi kéideldavust, terviklust voi konfidentsiaalsust.
Turvaintsidendi tagajarjeks on olukord, kus on rikutud kolledzi késutuses olevate
andmete terviklust, kidideldavust voi konfidentsiaalsust.

2. Kiitumine turvaintsidendi voi selle kahtluse korral

2.1. Koik kolledzi infosiisteemide kasutajad on kohustatud turvaintsidendist voi selle
kahtlusest teatama ITABI kiireima infokanali kaudu ning jirgima saadud juhendeid.

2.2. Kolledzi ITABI hindab siindmuse vdimalikku mdju kolledzi infosiisteemile,
kontrollides infosiisteemi voi selle osa asjakohaseid parameetreid ja andmeid ning
tagades nende siilimise.

2.3. Turvaintsidendi toimumisest teavitab kolledzi ITABI infosiisteemi haldureid,
vajadusel kasutajaid, juhtkonda v0i CERT.ee-d vormis, mis vdimaldab selle
sdilitamist ja kirjalikku taasesitamist.

2.4. Turvaintsidendi lahendamist juhib kolledzi ITABI kaasates sellesse teisi
asjakohaseid isikuid.

2.5. Kolledzi ITABI dokumenteerib intsidendi lahenduskdigu ja lahenduste testimise
kirjelduse vormis, mis vdimaldab selle séilitamist ja kirjalikku taasesitamist.

2.6. Vajadusel koostab kolledzi ITABI turvaintsidendi lahendamise aruande ning esitab
selle aruande kiisijale.

3. Tegevused pirast turvaintsidenti

3.1. Pdrast turvaintsidenti korraldab kolledzi ITABI koost66s infosiisteemi haldurite
ja/voi  kasutajatega  juhtumianaliiisi  ning algatab  vajadusel  kolledzi
infoturbepoliitika rakendamise iilevaatuse.



